**Безопасность детей в интернете.**

  Родительский контроль.

  В интернете можно найти информацию и иллюстрации практически на любую тему. Необходимо обеспечить защиту детей от контактов в интернете с нежелательными людьми, от знакомства с материалами недетской тематики или просто опасными для детской психики, от вредоносных программ и интернет-атак.

**Безопасность детей в интернете.**

В интернете детей подстерегает много опасностей.

* Контакты с нежелательными людьми, в том числе:
* угроза со стороны интернет-хулиганов;
* ловушки, расставляемые мошенниками для получения частной информации о вас и ваших детях.
* Нежелательные для просмотра или использования материалы, например:
* «взрослые» сайты
* «пиратские» материалы                                                                                                     Угроза безопасности компьютера.
* **Попутная загрузка –** когда при простом посещении веб-сайта на компьютер вашего ребенка автоматически загружается вредоносная программа. ·
* **Заражение через пиринговые сети (P2P)** – может предоставить доступ к компьютеру вашего ребенка посторонним лицам.
* **Нежелательная реклама, всплывающие окна и рекламное ПО** – могут автоматически быть установлены при скачивании бесплатных программ или программ для обмена данными.                                                                  **Советы по интернет безопасности:как  сделать  общение вашего ребенка с интернетом  более  безопасным.**